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[112] Karol Rástočný and Juraj Ilavský, ”Quantification of the safety level of a

safety-critical control system,” Electroscope, č. 2, výběr z konference Applied
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